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1. Alert Configuration
	Alert ID
	Alert Name
	Condition
	Threshold
	Severity
	Notification
	Active

	ALT-001
	Pipeline Failure
	Pipeline status = Failed
	Any failure
	Critical
	Email + PagerDuty
	Yes

	ALT-002
	Long Running Job
	Duration > threshold
	>120% avg
	Warning
	Email
	Yes

	ALT-003
	DQ Score Below Target
	DQ score < threshold
	<98%
	High
	Email + Teams
	Yes

	ALT-004
	Row Count Anomaly
	Row count deviation
	>20% variance
	Warning
	Email
	Yes

	ALT-005
	SLA Breach Risk
	Predicted late completion
	>80% of SLA
	High
	Email + Teams
	Yes




2. Notification Groups
	Group Name
	Members
	Alert Types
	Contact

	L1-Operations
	[Team/Names]
	All operational alerts
	[Email DL / Phone]

	L2-Engineering
	[Team/Names]
	Technical escalations
	[Email DL / Phone]

	Data-Stewards
	[Team/Names]
	DQ alerts only
	[Email DL]

	Leadership
	[Names]
	Critical only
	[Email]




3. Monitoring Dashboards
	Dashboard Name
	Purpose
	Refresh Rate
	Access

	Pipeline Health
	Real-time pipeline status and metrics
	5 minutes
	[Link]

	Data Quality Scorecard
	DQ scores by domain and table
	Hourly
	[Link]

	SLA Tracker
	SLA compliance and forecasts
	15 minutes
	[Link]

	Resource Utilization
	Compute and storage metrics
	5 minutes
	[Link]
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